🧭 Audit Readiness Checklist Template
Purpose: Use this checklist to prepare for internal or external audits and to maintain a living portfolio of evidence that demonstrates compliance confidence.
✅ Mark each item as Complete (✔), In Progress (🕓), or Not Started (⬜).
Governance & Leadership
	#
	Control Point
	Status
	Notes / Evidence Location

	1.1
	Compliance framework documented and approved by leadership
	
	

	1.2
	Regulatory obligations mapped (POPIA, FATF, GDPR, ISO, etc.)
	
	

	1.3
	Roles and responsibilities assigned for risk, privacy, AML, CFT
	
	

	1.4
	Governance committee or equivalent oversight body in place
	
	

	1.5
	Policies reviewed and reapproved annually
	
	



Portfolio of Evidence
	#
	Control Point
	Status
	Notes / Evidence Location

	2.1
	Centralised evidence repository established (e.g., PrivIQ / SharePoin )
	
	

	2.2
	Policy and procedure versions tracked and date-stamped
	
	

	2.3
	Risk registers linked to controls and mitigation plans
	
	

	2.4
	Incident and corrective action logs updated regularly
	
	

	2.5
	Audit findings and responses documented
	
	







People & Training
	#
	Control Point
	Status
	Notes / Evidence Location

	3.1
	Staff onboarding includes compliance, privacy, and AML/CTF awareness
	
	

	3.2
	Annual refresher training completed and recorded
	
	

	3.3
	DPO / Compliance Officer appointed and contactable
	
	

	3.4
	Key staff trained in evidence management and reporting
	
	

	3.5
	Incident response and escalation process tested with staff
	
	



Systems & Technology
	#
	Control Point
	Status
	Notes / Evidence Location

	4.1
	Compliance platform in place (PrivIQ / other)
	
	

	4.2
	Access control and data protection settings verified quarterly
	
	

	4.3
	Transaction monitoring configured for AML/CFT
	
	

	4.4
	Automated alerts for policy expiry, training renewals, and evidence updates
	
	

	4.5
	Backup and disaster recovery measures documented and tested
	
	



Continuous Assurance
	#
	Control Point
	Status
	Notes / Evidence Location

	5.1
	Quarterly internal compliance reviews conducted
	
	

	5.2
	Audit trail of reviews and management actions recorded
	
	

	5.3
	KPIs for compliance performance tracked on dashboard
	
	

	5.4
	Lessons learned from audits captured and shared
	
	

	5.5
	External audit readiness check completed annually
	
	



Final Readiness Review
	#
	Review Question
	Yes/No
	Notes

	6.1
	Can you locate all policies and risk registers within 10 minutes?
	
	

	6.2
	Can you produce training and attendance logs for the past 12 months?
	
	

	6.3
	Are all incidents closed or assigned corrective actions?
	
	

	6.4
	Are your regulatory reporting obligations up to date?
	
	

	6.5
	Are you confident you can demonstrate compliance to an auditor today?
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